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y organization wants to use Microsoft 365 Copilot but where do | start to secure my M365 tenant?
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Microsoft 265 our Airbnb
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Some preparations are best made
before using Microsoft 365
Copilot....But why?

Airbnb: “Some trips are just better in an
Airbnb”
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Difference in base E3 and base E5 licensing

&
Feature E3 ES
Manual sensitivity labeling
Auto-labeling and default labels X
DLP for email, SharePoint, OneDrive
DLP for Teams chats and endpoints X
Advanced audit, premium eDiscovery X
Adaptive Protection & Insider Risk X




Microsoft 365 Copilot

Core Requirements

o @ S~ B %

Licensing Cloud Identity & Data Admin
Storage Access Governance Readiness



Mlcrosoft 365 Apps
Update Rings

@E@@ ]

Current Current - Monthly Semi-Annual Semi-Annual
Channel Channel Enterprlse Enterprise  Enterprise
(Preview) Channel Channel
(Preview)




Home > Apps | Overview > Windows | Windows apps > Microsoft 365 Apps for Windows 10 and later

11! Microsoft 365 Apps for Windows 10 and later | Properties

Client Apps

[P Search

@ overview
v Manage

'I' Pproperties
v Monitor

I Device install status

Mo User install status

Category

Show this as a featured app in the
Company Portal

Information URL
Privacy URL
Developer
Owner

Notes

Logo

App suite configuration Edit

Apps to be installed as part of the suite
Architecture

Update channel

Remove other versions

Version to install

Use shared computer activation

Accept the Microsoft Soffware License
Terms on behalf pfiusers

Install backgroundservice for Microsoft
Search in Bing

Apps to be installed as part of the suite

Default file format

Assignments Edit

Group mode Group

\/ Required

Productivity
No

https://products.office.com/explore-office-for-home
https://privacy.microsoft.com/privacystatement
Microsoft

Microsoft

No Notes

] Office

Access, Excel, OneNote, Qutlook, PowerPoint, Publisher, Teams, Word
64-bit

Monthly Enterprise Channel

Yes

Latest

No

Yes
Yes

No languages selected
Office Open XML Format

Filter mode

@ Included Al - Microsoft Copilot - License None

Filter

None
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PS /Users/mhilboezen> connect-MgGraph -Scoj "Application.Re
Welcome to Microsoft Graph!

Connected via delegated access using 14d82eec—-204b-4c2f-b7e8-296a70dabé7e
Readme: https://aka.ms/graph/sdk/powershell

SDK Docs: https://aka.ms/graph/sdk/powershell/docs

API Docs: https://aka.ms/graph/docs

NOTE: You can use the —NowWelcome parameter to suppress this message.

PS /Users/mhilboezen>

PS /Users/mhilboezen> New-MgServicePrincipal -AppIld fbB8d773d-7ef8-4ec®-all7-179f88add510

Policy name

Al18 - Copilot Readiness - Block Al services when insider ¢iskis elevated - All Users
Al19 - Copilot Readiness - Al services must acdess fromia compliant device when insider risk is moderate -
Al20 - Copilot Readiness - Require phishing=-resistant MFA for Al services - All Users

Application

Created by

USER

All Users USER

USER

State

On
On

Report-only



& My Apps

myapps.microsoft.com

My Apps v O Search apps & 7
Apps dashboard F} Add apps ® Create collection /* Customise view
Apps
/'  Apps 3% Settings

Add-Ins Bookings Calendar Clipchamp Connections Engage Excel

9

Forms Insights Kaizala Learning Lists Loop OneDrive
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OneNote Outlook People Planner Power Apps Power Automate Power BI
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Power Pages PowerPoint Project SharePoint Streamk Sway Teams
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Microsoft Defender

Policies & rules

Cloud apps

Cloud discovery
Cloud app catalog
OAuth apps
Activity log
Governance log

Policies

Settings > Endpoints

Endpoints

General

Licenses

Email notifications

Auto remediation

Search
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go to Rules > Deception rules to run deception campaigns.

Share endpoint alerts with Microsoft Compliance Center

Forwards endpoint security alerts and their triage status to Microsoft Compliance Center, allowing
you to enhance policies with alerts and remediate internal risks before they
cause harm. Forwarded data is processed and stored in the same location as your Office 365 data.




“ G ] purview.microsoft.com

Microsoft Purview L Search Q

£ Settings Insider Risk Management settings

Solutions
m @ Account
= @ Roles and scopes v | Analytics Analytics
| Set?gs @@ Data connectors v Data sharing When turned on, we'll scan sources.in.your org (such as the Microsoft 365 audit log) to detect the same activities used by insider risk policies. Scans run
0 . . daily and provide real-time insights that can help you set up and refine policies to ensure you're detecting the most relevant activities. Learn more about
g= Device onboarding v D : .
. etection groups analytlcs
& Optical character
;:5:::;1 recognition (OCR) Global exclusions @ We understand how important privacy is to you and your users. You can choose to show analytics reports at a tenant level or individual user level.
()]
L 7Y Solution settings Inline alert customization Saving...
Insider Risk
Managem... ..
[®)) Eomrr:.unlcation Intelligent detections
O@ ompliance Show insights at tenant level
eDiscovery Q@ Compliance Manager Mierosoft Teams When turned on, data is aggregated at tenant level and is shown as insights in Analytics reports. Learn more about ‘) On
analytics
-
=] & Unified Catalog Notifications
Data
Lifecycle g Data Lifecycle
Managem... Management Policy indicators Show insights at user level
5 Data Loss Prevention o When t\.‘lrned on, daté is 'aggregatef:i at user Iev'el and is shown as insights in user activity summary of Data Los's () On
Policy timeframes Prevention, Communication Compliance and Microsoft Defender. Data sharing needs to be turned on along with

P’y —~ this. Learn more about user analytics
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%& @ House Rules :
b Keep this area clean,
your Mother isn't here.
P\ So, clean up after yourself,
No strangers.
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Data Governance Tools SAM features include

DATA ACCESS SITE LIFECYCLE POLICY SITE OWNERSHIP POLICY
GOVERNANCE INSIGHTS (SOON RE-ENABLED)

At least one Copilot license is required in your tenant.



Share "Event Information"

& Add a name, group, or email

\
@ Add a message %\%@ J

5
%/L

eople in Al365ready with the link

| ° Q < can edit

@ Link copied. People in Al365ready with the link can edit.







SharePoint admin center

File and folder links

(M Home
= Choose the type of link that's selected by default when users share files and folders in SharePoint and OneDrive.
Sites A
O Specific people (only the people the user specifies)
Active sites

@ Only people in your organization

Deleted sites
() Anyone with the link

@ Containers v
o o Choose the permission that's selected by default for sharing links.
*= Policies A
() view
| Sharing

(@) Edit

Access control

Site lifecycle management Choose expiration and permissions options for Anyone links.
& Settings [:] These links must expire within this many days ‘7‘
F‘* Content services b These links can give these permissions:
@ Migration Files: View and edit v
b Reports v Folders: | View, edit, and upload




Data access governance

Reports My review requests

Qita lifarunla

Data access governance » Content shared with 'Everyone except external users'

Content shared with 'Everyone except external users'

Use these reports to view sites where 'Everyone except external users' was added as a site member, or view sites with
specific content, like files, folders, and lists, shared with 'Everyone except external users'. Reports include data from the

last 28 days. To get the latest data, run the report, which may take a few hours.

Learn more about these reports

-} Createreport [> Runall () Refresh status

Report name Status Report type (D

Report 09-04-2025 ... Updated a month ago Sites with specific content shared

permissions of their content based on the report.

View reports

Date range

Mar 27, 2025 - Apr 23, 2025

Sites found

Privacy (Team sites only)

Private,Public

Sensitivity

Template

Classic site



. Action needed: Manage 'People in your org’ links

Experts Live 2025 Publicgroup ¥ Notfollowing & 3 members

Site Reviews > Files, folders and lists shared with People-In-Your-Org links

@ & o

Everybody in your organization could have access to these files as ‘People-in-your-Org' links were generated
for them between Apr 18, 2025 - May 15, 2025. Use ‘Manage access' to remove the links, if such access is
not required. Learn More.

[ Name Shared on Shared by Action

® @M o

Event Information May 14, 2025 matthijs.hilboezen@ai365re... Vs Manage access

Complete review Cancel

View all created links






Copilot restrictions based on SAM include

P =

RESTRICTED ACCESS RESTRICTED CONTENT RESTRICTED SHAREPOINT
CONTROL (RAC) DISCOVERY (RCD) SEARCH (RSS)

At least one Copilot license is required in your tenant.



ﬁSharePoint Restricted Access Control

Q SharePoint

Site members by group &
ex. Finance

Only accessible to a different group
(max 10), ex. Finance admins




ﬁSharePoint Restricted Access Control

Enable: Set-SPOTenant -EnableRestrictedAccessControl $true

Restricted site access (i) PRO

Finance

Ed lt :-) Restricted site access is set so people can only access the site if they are owners or members of the group. To make
changes, navigate to Settings and edit Restricted site access

D Name Email address
Site members D ) ExpertsLive2025@moderncloudworkspaceblog.
Experts Live 2025 Members onmicrosoft.com
Site visitors
- i Fi i .
About membership and |:| ° Finance inance@ai365ready.com

permissions




SharePoint

RESTRICTED
CONTENT
DISCOVERY




T SharePoint Restricted Content
Discovery

Enable with PS: Set-SP0Site -identity <site-url> -
RestrictContentOrgiWideSearch $true

Restrict content from Microsoft 365 Copilot () PR

OOn
(@) off



SharePoint

RESTRICTED
SEARCH




S
Restricted SharePoint Search

* Copilot license enabled within the tenant

PS C:\WINDOWS\system32> Connect-SPOService https://slothsyndicate-admin.sharepoint.com
PS C:\WINDOWS\system32> Get-SPOTenantRestrictedSearchMode




Restricted SharePoint Searc

* Copilot license enabled within the tenant
>

Windows PowerShell
Copyright (C) Microsoft Corporation. All rights reserved.

Install the latest PowerShell for new features and improvements! https://aka.ms/PSWindows

PS C:\WINDOWS\system32> Connect-SPOService https://ai365ready-admin.sharepoint.com
PS C:\WINDOWS\system32> Get-SPOTenantRestrictedSearchMode

Restricted search mode is currently not set.

PS C:\WINDOWS\system32>




:\Windows\System32> Add-SPOTenantRestrictedSearchAllowedlList
:\Windows\System32>

'https://ai365ready.sharepoint.com/sites/Research Development
https://ai365ready.sharepoint.com
https://ai365ready.sharepoint.com/sites/HumanResources
https://ai365ready.sharepoint.com/sites/ExpertsLive2025
https://ai365ready.sharepoint.com/sites/Finance
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Retention rules

Retention
wins over
deletion

Shortest
deletion
wins

Longest
retention
wins

Explicit
Wwins over
implicit
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Secure by default with Microsoft Purview

@ Foundational @ \WETETe[=Te!

Start with recommended Address files with highest
labels sensitivity

> Start with default labels and
protection at file and site level

Turmn on data security pre-
requisites and adv. analytics

> Train users on managing
exceptions

> Turn on DLP for labeled
content

Manually configure priority
sites default library labeling

Autolabeling for credentials
and contextual conditions

Turn on DLP for content that is

not labeled

Turmn on Adaptive Protection

and data leak behavioral rules

Auto-label sensitive files on
clients (low thresholds)

Simulate auto-labeling
sensitive files at rest

Reduce false positives with
advanced classifiers

Automate and improve M365
protection to historical and in

use data

— v

@ M365 new/updated content
protected

¥ 1 week

W@ M365 priority content

protected

W 2 weeks

M365 historical content
protected

2 weeks iterations

Operational review of user
labeling behaviors

Iterate with new labeling
scenarios

Set up accountability chain
and lifecycle management

Extend protection to Azure
SQL and non-M365 storage

Protection beyond M365

Situational




@ Basic label Taxonomy

Public - Public data is
unrestricted data meant for
public consumption, like
publicly released source code
and announced financials.
Share it freely.

General - Business data that
isn't meant for public
consumption, such as daily
work product. Data that can
be shared internally and with
trusted partners.

Confidential - Sensitive Highly confidential - Your
business data crucial to most critical data. Share it only
achieving your organizational with named recipients.

goals. Limited distribution.



Sublabels

\Specific People - Data can only be accessed by the specified
people.

\All Employees - Data can be accessed by anyone within your

organization.

\Internal exception - Data can be accessed by anyone internally
but prevented from being shared externally. Use this label in
situations where encryption is impacting daily operations.




@ M £ Overview|Microsoft Purview o

&< = G O nhttpsy//purview.microsoft.com/datalossprevention/overview?tid=4412cb3-9905-4d15-9364-bd097c8d6753

Microsoft Purview

Data Loss OvervieW

Prevention
Overview ¢ group permissions are restricted to a specific set of users or g
Policies
Alerts
Classifiers
Turn on advanced classification

Explorers

Diagnostics adm-eolijve, complete the listed tasks to access analytics with insights and
tailored DLP policy recommendations Explore DLP analytics

Related solutions

Learn about analytics
o Information Protection Review the provided Microsoft documentation and instructional videos to
learn the functionality ‘3

& Insider Risk Management
Turn on analytics for risk detection and policy refinement

opportunities (preview)
Enabling analytics allows you to detect potential risks, discover blind spots
and find opportunities for policy improvement or fine-tuning

Summary of sensitive info shared

Prevent users from sharing more sensitive
info externally

In last month, 2 users shared sensitive info with people outside your org.

Files containing sensitive info
3 Instances of sensitive info detected

Investigate recent activity and create a policy to help prevent it from

happening again

m. "-. View nolicv settinas




Microsoft 365 Copilot

Copilot
Home .

Generating Sales Report for Last Year
Copilot

Z

Create

S

OneDrive

*

Work Web (® Newchat @ - BD

= CHLR UIT UIspiay LOILITINS Uy UTUP=UUWIT G1IU SEITLL F IUUULLS, ST1VILES. 7
« Customize the report by expanding the Filter menu and selecting the desired products/services.

* Run the report to see the quantities sold and revenue generated for each product (2.

If you need a more specific or detailed report, you might want to check your company’s internal reporting @
tools or contact your finance or sales department for assistance. A

1 @ Howdolviewatotalsale.. 2 @ How do | see the quantity .. @@ %

B Editin Pages - 0 copy B N Q  A-generated content M<
%\%t sales have we had this year so far?

° Copilot @
| found some internal docum to'sales this year, but they are protected and I cannot access the
3/((4 5

detailed information
°
However, ba xternal sources, here are some general insights on sales trends this year:

ase during the holiday shopping season, even as consumers dealt with elevated

her necessities (7.

List key points
Who contributed to this? ut your company's sales this year, | recommend checking your internal
Ask about this 'our finance or sales department for assistance.

G | 1) @ Sales2025 details | 2 B Sales2025 3 M Untitled 4 B Sales2025  Show more

B Editin Pages - Ocopy B & <  A-generated content may be incomect




Results 2024.docx What are the contents of this file?

#» Copilot

The document titled Results 2024 is protected, and | can't provide more information-as the result is protected

1.

If you need specific details from this document, you might need to access it directly through your
organization's secure systems. Is there anything else you would like to know or any other way | can assist

you?

@< Results 2024 (% Ask

nt: Fipanee/> \. >)General
High confidential\Finance t modfied 22 days ago

Finance

(2 1 © Results 2024



( ) ( HOSTONLY

No_copying data,
No personal phones,
Only verified guest.

§




¥  Microsoft Purview
% Pricing

Your organization has blocked pasting
protected content to unprotected locations.

You tried to paste protected content, which is

prohibited by your organization.




Edit policy X

. - Sensitive service domain restrictions
Edit rule cose

N

& Enforce different restrictions for sensitive service domains as defined by the sensitive servic.
Y s 3 domain groups in endpoint DLP settings. When these restrictions are enforced, sensitive
. service domain group details will be available to review in activity explorer for each related
event.
e L N\ Actions
-+ Add group
Use actions to protect content when the conditions are met.
tior
N\ Audit or restrict activities on devices Group Priority Action

Advanced DLP rules

When specific activities are detected on devices with protegted files containing sensitive information, you can choose whethel D Generative Al Websites 1 K
‘ trict Block with ov... T
restriction.

Learn more restricting device agtivity

‘ Service domain and browser activities

@) I Detects when pratected files/are blocked or allowed to be uploaded to cloud service domains based on the "Allow/Block clou
Upload, to @ restricted cloud service domain or access from an unallowed browsers ®

Sensitive service domain group restriction(s) configured. Edit
. Paste to supported browsers ®

Sensitive service domain group restriction(s) configured. Edit




v W Extensions - Microsoft Purview X + = (m] X

€ > C @ Chrome chrome://extensions/?id=echcggldkblhodogklpincgchnpgcdco w o3 ®
= Extensions Q,  Developermode @)
a

Al - Windows - Google Chrome =

Device configuration profile < ?@ Microsoft Purview Extension

[ Delete on B
Included groups
Description
Group Filter Filter mode Protect your organization against sensitive data Jeaks.
Al - Windows - Devices - Production None None :
Version
3.0.0.239
Excluded groups
Size
Group <1 MB
No results. Permissions
This extension requires no special permissions
Scope tags Edit Site access
This extension has no additional site access
Selected tags Default

Configuration settings Edit

A Google

Google Chrome > Extensions

Extension/App IDs and update URLs to echcggldkblhodogklpincgchnpgedco;https://clients2.google.com/service/update2/crx
be silently installed (Device)







DSPM for Al

+

Microsoft Purview

https://purview.microsoft.com/purviewforai/unifiedoverview?tid=44f12cb3-9905-4d15-9364-bd097c8d6753

Microsoft Purview

X

o Copilot Q

DSPM for Al
Overview
Recommendations
Reports

Policies

Activity explorer

Data risk assessments

insider Risk

Managem.

ol
6
Data Loss

Prevention

@ Microsoft Purview now secures Copilot in Fabric and Security Copilot interactions

Data Security Posture Management for Al

Discover and secure all Al activity in Microsoft Copilot, agents, and other Al apps. Keep your data safe and stay.on trackwith industry regulations. Learn more about DSPM for Al

Get started

@  Activate Microsoft Purview Audit
Get insights into user interactions with Microsoft Copilot experiences and agents.

@ Install Microsoft Purview browser extension
Detect risky user activity and getinsights ifito user interactions with other Al apps.

@ Onboard devices to Microsoft Purview
Protect sensitive data from leaking to other Al apps

@  Extend your insights for data discovery
Discover sensitive data in user interactions with other Al apps.

Recommendations
Insight into communications

Detect unethical behavior in
Al apps

Set up a policy to detect sensitive info in prompts and \ / N
responses and address potentially unethical behavior in e
Microsoft Copilot experiences, agents, and ChatGPT for

Enterprise across your organization.

Requi

Required

New Al regulations

Get guided assistance to Al
regulations

Stay on track with newly established industry regulations
for Al such as ISO 42001 and NIST Al RMF. To ensure safe
Al interactions, we've identified the key actions associated
with these regulations.

Learn more

Minutes

View all recommendations >

Interactions with sensitive data
Last 30 days

| o3




%DSPI\/I for Al = Activity explorer

' DSPM for Al

it}

Overview
Recommendations
Reports

Policies

Activity explorer

Data risk assessments

Activity explorer

Review Al activity including Al interactions (prompts and responses), activity with sensitive info types, and more.

Filters:

Timestamp: 4/19/2025-5/18/2025

Activity type: Any

Sensitive info type: Netherlands Citizen's Service (BSN) Num... , +12

4/21/2025 4/22/2025

M OLP rule match M Sensitive info types

| Export selected items () Refresh

Activity type User

DLP rule match

DLP rule match

DLP rule match

User risk level

mi.copilot@ai365ready.con MMM None

mi copilot@ai365ready.com MMM None

mi.copilot@ai365ready.com MMM None

Al app category: Any

App: Any
Resources accessed: Any -+ Sensitive files referenced: Any
4/24/2025 5/12/2025
Chart time zone: UTC
Timestamp (UTC) | Al app category App
May 15, 2025 7:05 PM Other Al apps
May 15, 2025 7:05 PM Other Al apps
May 15, 2025 6:47 PM Other Al apps

App accessed in: Any | ~User: Any )

Scop

DLP rule match

About this user

User User risk
@ wi copilot

View more user details in insider risk management =

mEE None )

Matched Policy Details

Policy Policy Mode
Al - DLP - GDPR Enhanced Enable
Rule

Low volume of content detected Al - DLP - GDPR Enhanced

App details

Al app category
Other Al apps

App accessed in
ChatGPT

Interaction details

Sensitive info types detected

Netherlands Citizen's Service (BSN) Number, EU National Identification Number, Austria Tax Ide..




a Data Loss
Prevention

B overview

= Policies

A Aerts

Q) Classifiers v
60 Explorers v
{8 Diagnostics

Related solutions
(¢ Information Protection

&  Insider Risk Management

Activity explorer

%DLP — Activity Explorer

(@ Ifyour role group permissions are restricted to a specific set of users, you'll only be able to view activities for those users. Leam more about role group permissions.

Review activity related to content that contains sensitive info or has labels applied, such as what labels were changed, files were modified, and more. Label activity is monitored across Exchan

coming soon. Learn more

0 Copilot | Show me the top 5 activities from the past week

Filter and investigate activities

Find files used in specific activities

Selected filter set: None Save

Date: 4/25/2025-5/25/2025

W DLP rule matched

L Export () Refresh

Activity
DLP rule matched

[J  DLP rule matched

Activity: DLPRuleMatch

5/15/2025

Location: Any User: Any

File

C:\ProgramData\Microsoft\Windows\OneSettings\config json

Sensitivity label: Any

Y, Add filter

5/21/2025

N& Resetall

Chart time zone:(UTC+02:00)

Location *~

Endpoint devices

Endpoint devices

Enforcement plane

User

mi.copilot@ai

mi.copilot@ai

DLP rule matched

Activity details
Activity
DLP rule matched

Happened
May 25, 2025 12:54 PM

Client 1P Enforcement mode
Block

Target domain Record ID

chatgpt.com 67b3abe8-5ea5-4d98-9c21-
2a00ec2e16e7

Activity type

PastedToBrowser

About this item

User
mi.copilot@ai365ready.com

Sensitive info type
ABA Routing Number, Netheriands Citizen's Service (BSN) Number, EU National Identification ...

Policy Rule
Al - DLP - Generative Al Al - Generative Al - Rule for

sensitive info

Policy mode Site group ID
Enable b88624dd-7364-49e7-aaad-
fe0247¢572e

Site group name
LLM Websites

Location details

Location

Endpoint devices




% Visibility into what Microsoft 365 Copilot is

doing.

o I

5/12/2025

DSPM for Al

B overview

M OLP rulematch M Sensitive info types Il Al Interaction

Recommendations

() Reports | Exportselected items () Refresh

< Policies

O

Activity type User

Activity explorer DLP rule match mi.copilot@ai365ready.com

Data risk assessments

& 2

Al Interaction mi.copilot@ai365ready.com,

Al Interaction mi.copilot@ai365ready.com
Al Interaction mi.copilot@ai365ready.com
Sensitive info-types mi.copilot@ai365ready.com
Allnteraction. mi.copilot@ai365ready.com
Alinteraction mi.copilot@ai365ready.com
Al Interaction mi.copilot@ai365ready.com
Al Interaction mi.copilot@ai365ready.com
Al Interaction mi.copilot@ai365ready.com
Sensitive info types mi.copilot@ai365ready.com
Al Interaction mi.copilot@ai365ready.com
Al Interaction

mi.copilot@ai365ready.com

Al Interaction mi.copilot@ai365ready.com

0 000D DOOVWUO)00B8 OO D

User risk level

mmm None

EEE_None

EEE None

EEE None

EEE None

EEE None

EEE None

EEE None

mEE None

EEE None

EEE None

EEE None

5/14/2025
Chart time zone: UTC

Timestamp (UTC)

Wy 15, 2025 7:05 PM

May 14, 2025 9:27 AM

May 14, 2025 9:46 AM

May 14, 2025 9:27 AM

May 15, 2025 6:37 PM

May 14, 2025 9:47 AM

May 12, 2025 6:47 PM

May 14, 2025 9:51 AM

May 14, 2025 9:29 AM

May 15, 2025 6:37 PM

May 12, 2025 6:47 PM

May 14, 2025 9:23 AM

May 14, 2025 9:46 AM

May 14, 2025 9:29 AM

Al app category

Other Al apps

Copilot experienc.

Copilot experienc.

Copilot experienc.

Copilot experienc.

Copilot experienc.

Copilot experienc

Copilot experienc.

Copilot experienc..

Copilot experienc.

Copilot experienc.

Copilot experienc.

Copilot experienc.

Copilot experienc.

App

Al Interaction

App details

Al app category

Copilot experiences & agents

Plugins or extensions

Name

Builtin

Interaction details

@ You can view prompts and responses with your Microsoft Purview Content Explorer

App accessed in

Microsoft 365 apps

D

BingWebSearch

Version

Content Viewer role. Learn more about permissions for DSPM for Al

Prompt

Did you source any internet sources?

Response

No, I did not use any internet sources for my previous response. The

information provided was based on general business knowledge and

ccommon considerations regarding global threats to sales results. If you
need specific data or insights from your enterprise resources, please let
me know, and I can search for relevant information within your enterprise




Microsoft 365 Copilot welcome >
Sensitivity labels Oversharing
@ . enabled > @ ~ reduced >
@ o DLP in place > @ [i ii;?;;\:édewces)
@ @ Insider Risk > @ Purview Al contr05 (. Defender for Endpoins
monitored in place & Cloud Apps active

( HR FINANCE ( LEGAL

v 1w | [ @
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19:22 :
Alf: AI365READY.com

My organization wants to

use Microsoft Copilot, but

| where do | start to secure
my M365 tenant?

Resources from our Experts Live
Netherlands presentation

Speakers

\ : (
\\ L Edine Olijve
\ | Modern Work Consultant
\! @ InSpark
Imon-bush-030ec1203.6 net
-y

e

Prepare your organization, now.
©)
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Piease evaluate this session in the App

THANK YOU

Are there any questions?




